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Please keep the reports to yourself.
Please never give them to students.

Sponsored by NSF CCLI Program (Phase-II)
For each lab, we picked the best student reports over the last few years, and put them together to produce this instructor manual. We would like to thank those students who have contributed to this manual.

This manual is meant to help instructors to prepare their labs. If falling to students’ hands, it will affect the intended education objectives of the labs that we have developed over the last eight years. I really appreciate that you keep this instructor manual to yourself. Please never post this manual online; please do not give to other people, especially students. If other people ask you for a copy, please ask them to send a request email to me (wedu@syr.edu).

Thanks.

Wenliang (Kevin) Du
September 15th, 2010