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Preface

This book is for students, computer scientists, computer engineers, programmers, software developers, network and system administrators, and others who want to learn the principles of computer security and understand how various security attacks and countermeasures work. Equipped with the knowledge from this book, readers will be able to design and implement software systems and applications that are secure against attacks. They will also be able to evaluate the risks faced by computer and network systems, detect common vulnerabilities in software, use proper methods to protect their systems and networks, and more importantly, apply the learned security principles to solve real-world problems.

The author strongly believes in “learning by doing”, so the book takes a hands-on approach. For each security principle, the book uses a series of hands-on activities to help explain the principle; readers can touch, play with, and experiment with the principle, instead of just reading about it. For instance, if a security principle involves an attack, the book guides readers to actually launch the attack (in a contained environment). If a principle involves a security mechanism, such as firewall or Virtual Private Network (VPN), the book guides readers to implement a mini-firewall or mini-VPN. Readers can learn better from such hands-on activities.

All the hands-on activities are conducted in a virtual machine image provided by the author. They can be downloaded from this URL: http://www.cis.syr.edu/~wedu/seed/. Everything needed for the activities have already been set up; readers just need to download the VM (free), launch it using VirtualBox, and they can immediately work on the activities covered in the book. This book is based on the Ubuntu12.04 VM image. The author will regularly upgrade the VM image in every few years.

Most of the activities in the book are based on the author’s SEED labs, which are widely used by instructors all over the world. These labs are the results of 15 years’ research, development, and testing efforts conducted by the author and his students in a project called SEED, which has been funded by the National Science Foundation since 2002.

The Organization of the Book

The book are organized in three broad topics: software security, web security, and network security. Software security and web security cover some of the well-known vulnerabilities and attacks in general software and web applications, including a few recent attacks, such as the Shellshock and Dirty COW attacks. By learning these topics, readers can understand why a computer or a program can be attacked, what is under the hood in these attacks, and how to
write better programs so they are immune or more resilient to attacks. The network security part focuses on the security principles related to the Internet. It not only covers some of well-known attacks on the Internet, but also covers important defense mechanisms, such as firewall, VPN, and PKI.

The book is not intended to cover every attack or security measure. The topics covered in the book are representative in terms of covering the fundamental security principles. Some of the topics, such as cryptography, system security, and mobile security, are left out for the time being, so the publication of this book will not be delayed for another one or two years. Some of these topics will be added in future editions. The contents of this book are sufficient for the courses that cover the fundamental principles of cybersecurity. For example, two of the author’s courses (Computer Security and Internet Security) are based on the contents of this book. These two courses are taught at both undergraduate and graduate levels.

While some chapters depend on previous chapters, most chapters are self-contained, and can be read independently. The following list describes the partial dependence relationship among chapters.

- Chapter 1 (Set-UID Programs) is the basis for most chapters in software security. This chapter describes how the Set-UID mechanism works and gives an overview of the attacks that can be launched against this type of privileged program. Although there are many other types of privileged program, we use this type of program to explain how various attacks work.

- Chapter 2 (Environment Variables) is the basis for Chapter 3 (Shellshock).

- Chapter 4 (Buffer Overflow) is the basis for Chapter 5 (Return-to-libc Attack), because return-to-libc attacks defeat one of the countermeasures covered in Chapter 4.

- Chapter 7 (Race Condition) and Chapter 8 (Dirty COW) are both related to the race condition vulnerability, but we suggest readers to read Chapter 7 first, as it is easier to understand.

- Chapter 12 (Sniffing and Spoofing) is the basis for most of the network attacks covered in the book, so it should be read first before the other chapters in Network Security.

- Chapter 18 (Public Key Infrastructure) is the basis for Chapter 19 (Transport Layer Protocol).

The History of the SEED labs

“I hear and I forget. I see and I remember. I do and I understand”. This famous saying, by Chinese philosophy Confucius (551 BC – 479 BC), has been a motto for many educators, who firmly believe that learning must be grounded in experience. This is particularly true for computer security education. Sixteen years ago, with this motto taken to the heart, and a desire to become an excellent instructor in computer security, The author searched the Web, looking for hands-on projects that he could use for his security classes. He could only find a few; but they came from various places, and were incoherent; their coverage of security topics was quit narrow, even jointly, and the lab environments they used were not easy nor inexpensive to set up.

Determined, he decided to develop his own hands-on exercises (called labs in short), not one lab, but many of them, covering a wide spectrum of security topics; not just for his own
use, but for many other instructors who share the same teaching philosophy as he does. All the labs should be based on one unified environment, so students do not need to spend too much time learning a new environment for different labs. Moreover, the lab environment should be easy and inexpensive to set up, so instructors are not hindered even if they have limited time or resources.

With the above goals in mind and an initial grant from NSF ($74,984.00, Award No. 0231122), he started the journey in 2002, naming the project as SEED (standing for SEcurity EDucation). Ten years later, after another NSF grant ($451,682, Award No. 0618680) and the help from over 20 students, he has developed about 30 SEED labs, covering many security topics, including vulnerabilities, attacks, software security, system security, network security, web security, access control, cryptography, mobile security, etc. Most SEED labs have gone through multiple development-trial cycles—development, trial, improvement, and trial again—in actual courses at Syracuse University and many other institutes.

The SEED project has been quite successful. As of now, more than 600 instructors worldwide told the author that they have used some of the SEED labs; more people simply used the SEED labs without telling (which is perfectly fine), as all the SEED lab materials and the lab environment are available online, free of charge. To help others use the SEED labs, NSF gave the author another grant ($863,385.00, Award No. 1303306), so he can organize two training workshops each year and fund those who are interested to come to attend the workshops. Every year, about 70 instructors attended the workshops.
Wenliang (Kevin) Du, PhD, received his bachelor’s degree from the University of Science and Technology of China in 1993. After getting a Master’s degree from Florida International University, he attended Purdue University from 1996 to 2001, and received his PhD degree in computer science. He became an assistant professor at Syracuse University after the graduation. He is currently a full professor in the Department of Electrical Engineering and Computer Science.

Professor Du has taught courses in cybersecurity at both undergraduate and graduate levels since 2001. As a firm believer of “learning by doing”, he has developed over 30 hands-on labs called SEED labs, so students can gain first-hand experiences on security attacks, countermeasures, and fundamental security principles. These labs are now widely known; more than six hundred universities, colleges, and high schools worldwide are using or have used these labs. In 2010, the SEED project was highlighted by the National Science Foundation in a report sent to the Congress. The report, titled “New Challenges, New Strategies: Building Excellence in Undergraduate STEM Education (Page 16)”, highlights “17 projects that represent cutting-edge creativity in undergraduate STEM classes nationwide”. Due to the impact of the SEED labs, he was given the “2017 Academic Leadership” award from the 21st Colloquium for Information System Security Education.

Professor Du works in the area of computer and network security, with specific interests in system security. He has published over 100 technical papers. As of August 2017, his research work has been cited for over 12,500 times (based on Google Scholar). He is a recipient of the ACM CCS Test-of-Time Award in 2013 due to the impact of one of his papers published in 2003. His current research focuses on smartphone security. He has identified a number of security problems in the design and implementation of the Android operating system. He also developed novel mechanisms to enhance the system security of smartphones.
I would like to thank the National Science Foundation for providing the funding support for my SEED project, which laid the foundation for this book. Since 2002, three NSF grants supported the SEED project, including Award No. 0231122, 0618680, and 1303306. I especially thank the Program Director Dr. Victor P. Piotrowski for his leadership in cybersecurity education and for putting the trust in my SEED project.

The SEED project is built on the joint effort of many of my students over the past 15 years. I would like to acknowledge the following students for their contributions: Dr. Yousra Aafer, Amit Ahlawat, Francis Akowuah, Swapnil Bhalode, Ashok Bommisetti, Sudheer Bysani, Bandan Das, Nishant Doshi, Jin-Kai Gao, Hao Hao, Lin Huang, Sridhar Iyer, Apoorva Iyer, Dr. Karthick Jayaraman, Yuexin (Eric) Jiang, Xing Jin, Vishtasp Jokhi, Sharath B. Koratikere, Dr. Tongbo Luo, Sankara Narayanan, Nagesh Gautam Peri, Karankumar H. Patel, Amey Patil, Balamurugan Rajagopalan, Dr. Paul Ratazzi, Divyakaran Sachar, Mingdong Shang, Sunil Vajir, Dr. Ronghua Wang, Shaonan Wang, Yifei Wang, Zhenyu Wang, Kailiang Ying, Haichao Zhang, Dr. Xiao Zhang, Zhuo Zhang, and Dr. Zutao Zhu.

I would like to acknowledge all the instructors who have used my SEED labs in their classes, as well as those who attended my workshops. Many of them send me encouraging words, suggestions, and feedbacks; they also helped spread the words about my SEED labs. They made my work meaningful, and inspired me to keep moving forward in my project.

Most importantly, I would like to thank my family for their support, for their trust in me, and for the sacrifice of family time due to the writing of this book.